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Abstract. We present a novel arrangement of message-based watermarking using a blind source 

segment and a 7D Hyper-chaotic map. Watermark, a message first converted using Hadamard 

code, protects from various attacks compared to the ASCII input. The interpreted watermark is 

encoded by precise blending. The encoded watermark is embedded in spread-range style into the 

main unearthly segments of the picture utilizing help pseudo-irregular grouping to make the wa-

termark non-defenseless against the assault of a functioning interloper or because of clamor in 

the transmission interface. Test results show that this framework is functioning admirably in a 

fuzzy climate. 

Keywords:Blind source separation (BSS), Watermarking, Hadamard codes, Spread Spectrum, 

and SOM. 

1.1 Introduction  

In the current time of PCs and quick correspondence, one must shield copyright proprietorship from an un-

approved client through any electronic media. For this reason, the computerized watermark is utilized as the 

distinguishing proof code that is for all time covered up inside the picture. The watermarking technique 

ought to have perceptual straightforwardness, strength, comprehensiveness, limit, payload, and unambi-

guousness. 

 

G. J. Yu [1] proposes watermarking,a message in nature;for this situation,the watermark is encoded before 

concealing the information inside the picture. This strategy is different defenseless sorts of assaults.  

 

Lin et al. [2-7] present the idea of utilizing blind source division (BSS), which is successfully cryptanalysis 

by Kumar et al. [8]. Kumar et al. [9-11] have proposed various  BSS techniques.  

 

 

Turner [12], Koch et al. [13, 14] given various for Watermarking. Satish et al. [15] used the spread spectrum 

technique. 

Here, a novel strategy proposed watermarking utilizing blind source detachment and spread method used 

visually impaired source partition procedure for scrambling the message for information covering up. 

1.2 BASIC OF 7D Hyper-Chaotic Map 

It is using 1-nonlinear and 2-linear feedback controllers because of the highly random. It is used for crypto-

graphy. 
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Where  are initial state variables. is coupling parameter,  are 

constant,  are control parameters.  

 

1.3 Proposed Method 

The proposed plot has appeared in Figure 1, which is made out of the installing framework. 

Fig. 1.Proposed modelArchitecture 

 

Random number generated using 7D Hyper-chaotic map, using the following Algorithm 1. 



International Journal of Future Generation Communication and Networking 
Vol. 14, No. 1, (2021), pp. 3269–3275 

                                                                                                                                                                              

 

     

3271 ISSN: 2233-7857 IJFGCN  

Copyright ⓒ 2021 SERSC 

 

 

Algorithm 1: Pseudorandom sequence 
generator using 7D Hyper-Chaotic Map 

1. Begin 

2. Iterate of Eq. (1) eight times of the hidden 
info; the pseudorandom is formed 

as , , , , , 
. 

3. for i= 1 to  

2(a) 

2(b) 

      2(c) 

2(d) 

2(e) 

2(f) 

2(g) 

4. end 

 

Non-straight Hadamard code encodes the message (m) that givesthe most extreme standard hamming dis-
tances.Encode data is mixed using key X1, message m' is produced and modulated utilizing Key 2. The fol-
lowing sign s previously interleaved utilizing key 3 for forestalling an explosion of mistakes presented by the 
interloper/assailant and further embedded into the cover picture by considering energy proficient wavelet 
strategy.  

1.4 EXPERIMENTAL RESULT AND 

PERFORMANCE ANALYSIS 

In the current examination, the accentuation is given to the essential information embedded in the image 

to adjust straightforwardness, vigor, and limit. These boundaries rely upon the size and intricacy of the pic-

ture inside which the watermark is installed. Aside from this, it likewise relies on the capacity of the image. 

 

It is expected that the Human limit esteem is embraced, and the Wlength coefficients can be utilized to in-

stall the watermark in the picture. Then, the most extreme length of the information that can be covered up 

inside the picture can be acquired by utilizing the condition (1) given underneath.            

           
5122

lengthW
           (1) 

The worth 512 is for the length of the Hadamard code. The limit of the information storedis. 

 
5122

8



lengthW
 (2) 

Presently, the piece mistake rate can be diminished by expanding the length of the Hadamard code, yet it 

builds the intricacy of the neural organization and diminishes the number of characters embedded in the 

cover picture. 
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Experimental results 

 

Take a 24-bit Lena image (1024 x 1024) as the cover image, leading to Wlength =1048,,576. Hence, at most, 

1024 characters can be hidden inside the Lena image ref equation (1).  

 

Here different sorts of assaults perform on the Stego-picture. We increase hiding data size and also noise to 

check the results. 

 

Table I first consider 30 characters to be hidden, changing the percentage of the noise; we have considered 

uniform, salt, Gaussian, and speckle noise and calculated the average percentage of the error. Testing was 

performed 1000 times. Figure 2 shows the result. 

Fig. 2.Error when we embedded 30 Charac-

ters  

TABLE I.  30 CHARACTER AS MESSAGE 

Nois

e 

Uni-

form 

Pois-

son 
Salt 

Gaus-

sian 

Speck

le 

30% 
0.4

9 

4.8

1 
0.82 

0.6

6 

0.1

6 

40% 
0.6

6 

4.8

1 
1.48 

1.3

2 

0.3

3 

50% 
1.1

2 

4.8

1 
3.06 

1.9

8 

0.4

9 

60% 
1.2

8 

4.8

1 
6.83 

2.6

4 

0.4

9 

70% 
2.1

1 

4.8

1 
19.9 

2.9

7 

1.4

8 

80% 
2.1

4 

4.8

1 
38.3 

5.2

8 

1.6

5 

90% 
4.9

8 

4.8

1 
84.5 

12.

7 

1.9

8 

 

Tables2,3,4, and 5 for 100, 200, 300, and 400 characters watermark, respectively.   
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TABLE II.  100 CHARACTER AS MESSAGE 

Nois

e 

Sal

t 

Gaus-

sian 

Uni-

form 

Spec

kle 

Pois-

son 

30% 1 0.5 1 0.5 10 

40% 4 4 2 0.6 14 

50% 5 6 2 0.7 14 

60% 24 7 3 1.5 15 

70% 27 9 4 1.8 18 

80% 65 12 7 1.9 19 

90% 80 13 9 3 20 

 

TABLE III.  200 CHARACTER AS MESSAGE 

Nois

e 

Sal

t 

Gaus-

sian 

Uni-

form 

Spec

kle 

Pois-

son 

30% 2 3 2 1 22 

40% 4 4 3 1 22 

50% 6 6 4 1 22 

60% 9 7 5 1.5 22 

70% 30 9 6 2 22 

80% 66 13 8 4 22 

90% 83 14 10 5 22 

TABLE IV.  300 CHARACTER AS MESSAGE 

Nois

e 

Sal

t 

Gaus-

sian 

Uni-

form 

Spec

kle 

Pois-

son 

30% 4 4 3 
2 33.

2 

40% 5 5 4 
2 33.

2 

50% 6 6 4 
2 33.

2 

60% 15 7 6 
3 33.

2 

70% 35 11 8 
4 33.

2 

80% 70 14 10 
4 33.

2 

90% 84 15 12 
6 33.

2 
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TABLE V.  400 CHARACTER AS MESSAGE 

Nois

e 

Sa

lt 

Gaus-

sian 

Uni-

form 

Spec

kle 

Pois-

son 

30% 5 5 4 
4 44.

4 

40% 6 6 7 
4 44.

4 

50% 10 12 12 
5 44.

4 

60% 20 15 14 
6 44.

4 

70% 40 16 10 
7 44.

4 

80% 80 18 12 
9 44.

4 

90% 90 20 15 
10 44.

4 

1.5 Conclusion & Summary  

An epic message-based watermarking has been proposed utilizing enormous hamming code, daze source 

partition, turbulent tweak, interleaving, and wavelet change. This gives protection from clamor present in the 

channel and any gatecrasher. The security execution of the framework is principally improved. This tech-

nique itself is modest in execution and subsequently can be utilized securely in business consumer items 

adequately. 
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