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ABSTRACT 

 In present Mobile banking is most popular and efficient in banking Sector. The present mobile 

banking includes mobile accounting, mobile financial services, and mobile brokerage. The security 
problem is defect the mobile, banking server and network system. In this process any one can be 

easily hacked by the attacker and also can do fraud transactions. “Authorization is a security 

mechanism to determine access levels and user/client privileges related to system resources including 
files, services, computer programs, data and application features. Session hijacking is a method used 

to take switch of another user’s session and procure unauthorized access to data or resources. The 

main problem with this kind of a system is that it leaves the user identification at a single data point 

and more over the cookies sent over the internet is in the form of plain text, which makes it to highly 
vulnerable to packet sniffing, where hacker intercepts the conversation between network and 

computer. Once the user login, cookie is stolen and can be used to run the similar session at a distinct 

place by manually setting the cookie”. In this paper, we proposed authorization techniques to take 
control of user’s session and unauthorized access to data or resources. Therefore, we developed a 

pre-authorization and post-authorization for the detecting and preventing the session hijacking in 

order to defend individual resources from unauthorized user. 

Keywords: - Authentication, Authorization, Session Hijacking, Session ID, HTTP, Banking, WAP, 

PDA 

1. INTRODUCTION 
With the wide development of smartphone communication innovation into business world, in present 
Mobile banking is generally predominant and efficacious in financial banking region. The present 

mobile banking consist of mobile accounting, mobile financial information services, and mobile 

brokerage. Mobile banking available their customers 24/7. The immersion of smartphone utilization 
and the accessibility of all the more outstanding mobile handsets and network transmission capacity 

have made smartphones an appealing to the possibility for value added services [1]. Nowadays 

various mobile banking services are available, such as SMS based mobile banking, IVRS based 

mobile banking, USSD based mobile banking, WAP based mobile banking and Application based 
mobile banking services [25]. SMS, USSD and IVRS based mobile banking services work the 

smartphone as well as normal phones, WAP and Application based mobile banking services works 

smartphones/PDAs only. At the present days the mobile banking process facing more security 
problems. The security mechanism of the mobile banking structure has been classified into two types 

based on regions. First mobile security is in between the mobile device and mobile operator 

(network), and the second one is banking security is in between the mobile operator (network) and the 

banking system is as shown in the below figure 1. [2]. 

 

Wireless Network TCP/IP 
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Fig1: - Mobile Banking System 

There is a chance of getting the security problem in mobile, banking server and network system. Data 

will be hacked by the attacker and also the attacker will get a chance to do fraud transactions. Mobile 

banking security has four requirements. Such as Authentication, Confidentiality, Integrity and Non-

repudiation. 

Authentication: Who ever access sensitive information is an authorized party. The procedure of 

justifying something to be veracious, real (or) the procedure of verifying identify of a user or process. 

Authentication is a method that verifies and ratifies a user’s uniqueness. Authentication merely makes 
certain that the soul is who he or she claims to be, but unaware information about the access rights of 

individuals. 

Confidentiality: Confidential is nothing but secret or private. Persuade that only authorised or 
permitted parties are capable to understand the information. Confidentiality is a set of instructions or 

an assurance that confines access or place precincts on certain types of data. It is highly confidential 

in the context of computer systems. It allows only authorized users to access thoughtful or subtle and 

safeguarded data. Such mechanisms ensure sensitive or confidential data from detrimental intruders. 

Integrity: At the point when a message is sent over a network the message that reaches is equivalent 

to the message that was initially sent. Integrity is consist of numerous truthfulness as the honesty and 

genuineness or exactness of one's acts. Data integrity is the vow that computerized information is pure 
and must be gotten to or transformed by those approved to do as such. Integrity involves keeping 

stability, exactness or precision and allegiance of information over its complete life cycle. To 

perpetuate integrity, information need not be rehabilitated in transit and steps must be occupied to 

ensure that information cannot be transformed by an unauthorized person or program. 

Non-repudiation: A service that gives verification of the integrity and origin of information. A 

validation that can be acknowledged to be authentic with high consolation. It is the reassurance that 

somebody cannot repudiate something. Non-repudiation is a strategy for guaranteeing transmission of 
messages between parties through encryption or digital signature. It is viewed as one of the five pillars 

of information assurance (IA). Non-repudiation is regularly utilized for computerized agreements, 

email messages and signatures. That the planned beneficiary really got the message and guaranteeing 

that the sender really sent the message [4]. 

The mobile banking security mainly depends on three factors; Authentication, Authorization and Data 

transmission. 

 The Authentication process can check who is allowed to access the data; his authorized or not. 

 The Authorization process can check procedure by which a server decides whether the client has 

authorization to utilize a resource or access a document or file. Authorization is typically 

combined with corroboration so that the server has some idea about which is the client requesting 

to access. 

 The Data transmission process which should be securing so that no hacker or attacker should be 

able to hack data. In this process a secure connection means encryption technique is needed [3]. 

2. AUTHENTICATION 
This process relates to the action of verifying the identity of a user. Authentication is initiated when a 

consumer or a user tries to access information. Firstly, the user must access right and identity to prove 

to be genuine. Whenever a user logs in to a computer, the user enters names and passwords for 
authentication purposes. Each user will be assigned to log in combinations to authenticate access. 

Moreover, this type of corroboration can be evaded by third party hackers. The Authentication 

process is the primary task in mobile banking. 

2.1. Authentication Factor 
An authentication factor is a factor of recommendation that is deliberated to confirm, now and then in 

combination with different factors, that a formation engaged through some sort of conveying or 
engaging access to certain frameworks is who or what they are announced to be. Authentication 



International Journal of Future Generation Communication and Networking 

Vol. 14, No. 1, (2021), pp. 359–371 
 

361 

ISSN: 2233-7857 IJFGCN 

Copyright ⓒ2020 SERSC 

process having three main factors to authentication process. i.e., Knowledge factors, Possession 

factors and Inherence factors. 

Authentication factors types: The Authentication factors are sorted in three types. These are normally 

separated as: 

 Knowledge factors: It is something to know, for example; a username & password. 

 Possession factors: It is something to have, for example; a security token or a smart card. 

 Inherence factors: It is something to are, an inherent biometric characteristic for example; voice, a 

fingerprint, or iris. 

Based on these three factors, the authentication factor is divided into five types. Such as One-factor 

Authentication, Two-factor Authentication, Three-factor Authentication etc., as shown below figure 2. 

 
    2a) one-factor authentication  2b) two-factor authentication       2c) three-factor authentication 

Fig2: -Authentication process 

One (Single)-Factor Authentication: One-factor authentication is a method to access done to any 

single factor of authentication. The simple example is password-based authentication method. The 

user entered to the system username followed by the password. The system to check previously stored 

password and entered the password is the same or not, then match both password system give access 
otherwise show error message. In this process weakness is break or hack the system sensitive or 

stored data then hacker also accessed. 

Two-Factor Authentication: Two-factor authentication method to combination of the two 
authentication factors is called as two-factor authentication. A Simple example is OTP based 

authentication, in this method using mobile phones. In this process server to generate OTP for 

authentication process. The Major drawback is process can take some time to access and sometimes 

can’t receive OTP authentication process is failed. 

Three-Factor Authentication: Three-factor authentication is a method to combination of three 

distinct types of authentication factors usually, the knowledge, possession and inherence factor sorts 

for identity confirming credentials. Apart from two factors, the third one is “something a user is”. 
Examples are all kinds of biometrics like as hand palm configuration, voice, fingerprint and retina 

scan or similar. Three-factor authentication are prominently used in business and government offices 

that consider three-factor authentication at least there must be one element from each category is 

required. 

Four-Factor Authentication: Four-factor authentication is the utilization of four kinds of character 

checking accreditations, ordinarily sorted as knowledge, possession, inherence and location factors. 
Here and there the location of the client considered as a fourth factor for verification. The unreliability 

of PDAs can help facilitate the burden: most advanced phones have a GPS gadget, empowering 

sensible guarantee affirmation of the login location. Lower guarantee measures may be the MAC 

address of the login point or actual presence affirmation finished with cards. The fourth factor is most 
normally alluded to as the location (where you are), however could likewise involve time, or in 

certain individuals' assessment even a presentation, a show, or considerably others. 

Multi factor Authentication: Multi-factor authentication utilizes any at least two verification factors. 
An essential bit of this is that the validation factors should be in any event two of the classes. For 

instance, utilizing a smart card and a PIN is multi-factor authentication since two factors are 

“something you have and something you know.” In any case, if a client were needed to enter a secret 



International Journal of Future Generation Communication and Networking 

Vol. 14, No. 1, (2021), pp. 359–371 
 

362 

ISSN: 2233-7857 IJFGCN 

Copyright ⓒ2020 SERSC 

key and a PIN, it would not be multi-factor authentication since the two techniques are from a similar 

factor (something you know). 

3. AUTHORIZATION 

Authorization is a security process to define access stages or client/user privileges associated to 

system assets containing computer programs, files, application features, information and services. 
This is one of the techniques to accepting or refusing access to a network resource which permits the 

client to right to use to various recourses based on the client’s uniqueness. 

Authorization is a procedure to permit someone to have something or to do. In multi-user systems, a 
computer system admin describes for the system which clients are permissible access to the system 

and what advantages of use (like as admittance to which directory files, hours of access, allotted 

storing space, and so forth). Expecting that someone has endorsed in to a PC system or application, 
the structure or application may have to recognize what assets the customer can be access during this 

session. Along these lines, authorization is at times seen as both a set of consents by structure 

administrators and the authentic scrutiny of the authorization esteem that have been set up when a 

client is grant access. 

3.1. Session Hijacking 

Hijacking prevails when a third-party hacker or intruder taken control of a session. When a middle 

man hacker adds a request to the user, a communication starts and the user gets hit out the session. 
Unique sequence numbers and web session cookies are included in protection mechanism. A session 

begins when the client signs into a service, for an ex. Banking application finishes when one logout. 

The server is then deceived into regarding the assailant's connection as the original client's legitimate 
session. Session hijacking is the captivating advantage of a client session to get illicit access to its 

info. Session IDs are a delight for malicious hackers. With the session ID, the user can give 

unaccredited access to a web application and imitate a valid user. The hijacking of session attack feats 

of the control of web session technique, is attained for a token of sessions. HTTP's connections utilize 
various dissimilar TCP connections, to recognize every users’ connections the web server needs a 

technique. 

Session hijacking, otherwise called cookie side-jacking or man-in-the-middle assault that will give a 
hacker full admittance to an online account data. The Session hijacking is an assault that focuses on 

robbery a real session and posing as that client while communicating with the web or host machine. 

As session IDs are routinely used to perceive a customer that has endorsed in to a site, they can be 

used by an attacker to catch the session and achieve anticipated points of interest. A session ID is 
typically an arbitrarily engendered string to diminish the chances of acquiring a substantial one by 

methods for a brute-force pursuit. A session ID is a recommendations string (typically alphanumeric, 

a random, long string) that is permit on between the client and the server. Session IDs are generally 
stored in URLs, Web page’s hidden fields and cookies. It deliberates that longer idle time-outs (15-30 

minutes) are acceptable for low-risk applications. On the other hand, NIST endorses that application 

creators make their users re-authenticate every 12 hours and terminate sessions after 30 minutes of 

dormancy. 

Ettercap is a tool used to perform session hijacking. It is a software set that facilitates users to 

presentation man-in-the-middle attacks. Moreover, Cookie Catcher is an open-source tool which 

enables a user to do session hijacking by performing a cross-site scripting attack. The major benefit of 
a session hijacking is that the malevolent assailant can come into the server and obtain its sensitive 

data without devising to hack a recorded account. Likewise, he can likewise do alterations on the 

server to help him hack it in the on the way or to improve on an information stealing procedure. 

To execute the session hijacking, an assailant has to distinguish the victim's session ID (session key). 

This can be acquired by theft the session cookie or coaxing the user to hit a malevolent link 

comprising readied session ID. In two cases, one is after the consumer is verified on the server, and 
the second the invader can hijack the session by over the same session ID used for their browser 

session. The server is then misled into concerning the invader's connection as the original user’s 

authentic session as shown in figure 3. 
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Fig3: - Framework of Session Hijacking 

Session hijacking is two forms of contingent on how they are ended. If the attacker directly acquires 
intricately with the target, it is called active hijacking, and if an attacker just passively observers the 

traffic, it is passive hijacking. 

Active Session Hijacking: An active hijacking of session is the any wherein the assailant gain control 

for an active session of the target person in question in addition to begins to take on the appearance of 
a real client by conveying the server. In this process consist a few strategies to let fall a client's link 

with the server, quite possibly the full wide recognized is to torrent the target appliance per a colossal 

measure of traffic flow, and this sort of assault is otherwise called Denial of Service. By achievement 
this the assailant places the client into the disconnected mode, presently the assailant has full authority 

over the session. All through this cycle the assailant is in secrecy way tuning in and observing the 

packets navigating over the net utilizing a packet sniffing tools. e.g., Wireshark, ethereal, and so forth. 

Passive Session Hijacking: In a passive session the assailant tunes in to all the information & catches 
them used for forthcoming assaults, as a rule to play out a hijacking assault it is significant that the 

attacker gets going with the passive way. The detriment in the passive mode assault is that the 

assailant probably won't be that effective in prevailing on the client mimicking to the server, except if 

the client session is as yet alive much of the time it won't be, if the client logs off from the server. 

4. RELATED WORK 

Avizienis et al. (2004) defined the computer security as a composite confidentiality, an integrity and 
accessibility (likewise called CIA) elements. They characterized privacy as the nonappearance of 

unapproved data divergence; Integrity as the improper absence (which means unapproved) the 

framework and a fundamental information change while accessibility as proceeded with availability 

for approved an activity. Avizienis et al. (2004) kept up that a framework with the suitable security 
ought to increase the balance of these three elements. Also, the security is characterized as a subset of 

privacy and trustworthiness. At the end of the day, clients reserve the option to be certain that their 

information isn’t, revealed. 

G.Dileep [5] provide the “security for accessing the collaborative computing environment. Main thing 

here is using authentication method, users can access their collaborative environments and explains 

different types of two factor mechanisms like face recognition, fingerprint recognition, smart cards 

and OTP”. 

Mohamed Hamdy Eldefrawy [6] portrayed “a novel two-factor verification design whereby a client's 

gadget produces multiple OTPs from an underlying seed utilizing the proposed fabrication scheme. 

His expanded Lamport’s notion with some amendments to produce indefiniteness and forwardness, 
eluding the use of public key cryptography. This methodology wipes out the issues with using OTP 

with a SMS, comprising the SMS cost and postponement, alongside worldwide roaming limitations.” 

Indu [8] describes “a method for applying two-factor authentication using mobile phones. The 
proposed technique shown as to generate one time password, this system uses a mobile phone as a 

software token OTP algorithm makes for a single with a finite alphanumeric token valid for a session. 

It powers with users unique identification, like a subscriber identification module and international 
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mobile equipment identification. Only for a short defined period the OTP is generated. The OTP 
password generation is unique to both the mobile device and user. The offered system is secure and 

implicates of three parts: (1) Server software, (2) The client’s smart phone (with installed software), 

and (3) A GSM Modem connected to the server.” 

Garima Bajwa[9] suggest “to implement improvement instead of conventional authentication methods 
utilizing alphanumeric username and passwords, PIN numbers, or any combination thereof have many 

weaknesses, with Pass-Pic is to implement a picture based authentication system that is both more 

secure and easier for the user to both input and remember”. 

Shilpa Shaju [10] the proposed “system provide clients of a banking institution to access the banking 

task anywhere and at any time securely through a mobile application. The proposed scheme verifies 

the client as well as their device. Therefore, it gives the client, to register their mobile devices. The 
banking institutions a way to verify the device in use as well as the client. This approach improves the 

existing 3-factor authentication method. This clearly improves the security of mobile banking systems 

by providing three-dimensional securities from three separate domains such as knowledge, inherent 

and possession to the authentication mechanism. His proposed system is a new authentication 
algorithm using three-factor authentication methods using biometric, IMEI & SIM, colour. The 

proposed system is a user-friendly mechanism for mobile users. The system develops a highly secure 

and cost-effective authentication algorithm.” 

The present computer networks are susceptible to different sorts of assaults owing of browser cookies. 

Cookies are a browser side assisted state the system running process that is predictably applied by 

web applications. Cookies are made when a client visits a site, and that the site utilizes cookies to 
keep the track of the developments of the client [11]. Each time a client visits the website, the browser 

sends the cookie value to the server to advise the past action of the client to the server. Likewise, 

cookies are in plain data and don't contain any executable code. Cookies are utilized to store the 

different deeds of the clients on a website, for an example, clicking buttons, signing in, or recording 
the page history of a site. Here is the way cookies work in three stages [12]. To start with, the 

customer contacts the web server for the first time; in the light of this solicitation for page content, the 

server produces a session identifier (ID), which will be important for the cookie. Second, the server 
sends the cookie to the user, as a feature of the headers of the site page; the cookie is then put away by 

the client's browser [11]. Third, the website page content is slowly recovered from the web server. 

Session Side jacking and hijacking of a session both are mutually utilized in the network security 

arena. Both these assaults fundamentally take and negotiation a client's record from the server. 
Session check with various three stages was suggested in an exploration paper [13]. In these three 

stages of confirmations, the framework was on the presumption that the server utilized an HTTPS 

links. 

An original session laying hold of is an eminent MITM (man-in-the-middle) attack in the domain of 

web security, and it’s quite possibly the most esteemed attacks for the assailants taking into account 

the possibility of the assault. A client who is as of sign in to a web server and has an authentic session 
existing between the server and the client, the assailant accepts accountability in such a session, 

basically catches the session from the client and carry on the association with the server playacting to 

be the client. This has become one small step at a time typical considering the way that the assailants 

are in an uncommon preferred position of not having to a truly significant time-frame to fissure a 
secret key, or to cut and disposition a word reference assault against the server, since the customer has 

quite recently been approved and in a working session it makes it such a ton less complex to just tune 

in to the traffic on the network without the data on the customer [14]. 

An ease vital elucidation was recommended, that is the cookie production to be change for every 

communication between the server and clients, which executes the CIA innovation. This is created by 

a JavaScript program on the server side and creation the cookie accessible just to the client's web 
browser, this will likewise forestall the cross-site-scripting. The secure protocol used to secure the 

remote network was in the manner created as a standard usable module for the browsers like Firefox, 

Google Chrome, and so on [15]. 
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In a research study paper on locking the session, the author demonstrates that utilizing an exclusive 
splinter identifier, the special HMAC procedure with a mystery key divided between the server and 

the client. The token produced from the underlying the login by the SSL is held and reprocessed into 

the browser's splinter identifier, along these lines creating effective and the ease of resolution for 

secure the session and the snooping [16]. 

Hijacking of Session through MITB [17] is performed by sending Trojans in casualty's framework. 

While the clients are signed in to own records, there are diverted to vindictive sites. Along these lines, 

all the vindictive deeds like inoculating pernicious scraps, deceitful cash move, altering postal 

location and so forth might be performed by the inclusion into the client's legitimate session. 

E. Bursztein et Al. [18] recommended one-time passwords to forestall hijacking of a session and 

called this framework is Session Juggler. This framework dispenses with the essential of arriving 
extended haul capabilities by the client login to a terminal. In 2012, M. Asif and N. Tripathi. [19] 

Examined the hijacking of session weakness in a management of ID framework recognized as 

OpenID. A dual authentication strategy is likewise recommended diminishing session capturing 

vulnerability in OpenID session organization framework. It confirms the client by checking the 
accreditations put away on ID server and PIN code. Regardless of whether the assailant mollification 

the session between the ID server and client, PIN code can't be gotten because of the dual 

authentication framework. 

Burgers et Al. [20] built up another session taking counteraction system that is based on safely 

arranged correspondence channel. The factor depends on interfacing strongly arranged channel with 

the application. The thought is implemented by setting up server-side converse intermediary. It runs 

autonomously from the customer and server programming. 

Stango. A et Al. [21] proposed a threat investigation approach for assessing security of a framework. 

It incorporates prioritization of threats and weaknesses. L. Desmet et Al. [22] clarified different 

threats and weaknesses of web application. Additionally, portray obstacle measures for web 
applications against assaults. In Session Hijacking, the intruder mimics the character of the person in 

question and benefits the same access to assets as the casualty [23]. The meanings can be disastrous as 

it might prompt relinquishment of definitive information. Subsequently, session hijacking has 
consistently been a focal point of scientists who think of procedures to forestall and improve session 

hijacking. Nick and Wannes Meert et Al. [24] offered a security method in odds with hijacking of a 

session recognized as Session Shield. It doesn't permit scripting dialects executing in the browser to 

stimulation session ID's. Subsequently, it gives security against XSS. 

5. PROBLEM STATEMENT 

The principle issue with this sort of a framework is that it leaves the client recognizable proof at a 

solitary information view and further the cookies sent over the web is as plain content, which makes it 
to profoundly helpless against packet sniffing, where programmer captures the discussion between the 

PC and the network. Some the user sign in cookie is thieved; it very well may be utilized to path the 

same session at a particular spot by physically set the cookie. 

Since the server can't distinct between unique cookie and a copied cookie which was adjusted by the 

assailant through the packet sniffing, so it shows as though the client is signed on. This kind of assault 

is by and large alluded as session seizing. To repress session commandeering by means of cookies 

there are not many strategies. The initial is, the cookies is sending over the SSL; this is a typical 
strategy technique. SSL utilizes the encryption strategy for the solicitation on the webpage prior to 

reacting across the web and cookie values can't be exclusively dictated by the sniffing. The banks and 

stores as a rule utilize this interaction oftentimes since a large portion of the session is for brief 
timeframe span. Another path is to create the session key self-assertively or which depends on the 

data of the client, for example, IP address, login id, and time when signed in and so on. It creates the 

session key ineffectual, however it is conceivable. The another mode is to recertify the specific client 
prior to executing distributed to a higher security level, for example, heaps of locales with respect to 

login information for the subsequent time prior to correcting the secret key. 

The problems with session ID: 
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1. Numerous well known Websites use an algorithm dependent on effectively unsurprising factors, 
for an example, the time or IP address to produce the session IDs, making them be unsurprising. 

In the event that the encryption isn't utilized (typically, the SSL), session IDs are passed on, free 

and are inclined to spying. 

2. Hijacking of the Session includes an attacker utilizing brute force secured or figured out session 
IDs to snatch control of a credible client's session while that session is as yet in cycle. In the 

majority of uses, after adequately hijacking a session, the attacker acquires total admittance to the 

entirety of the client's data and is endorsed to execute tasks as an option of the client whose 

session was captured. 

3. IDs of the Session can likewise be pilfered utilizing content injections, for example, cross site 

scripting. The client plays out a malevolent content that readdresses the private client's 

information to the assailant. 

 

6. PROPOSED METHODOLOGY 

Session hijacking is a strategy used to assume control for another client's session and gain 
unauthorized access to data or assets. Many dissimilar TCP links are used in HTTP transmission, the 

network server requests a process to detect each user’s connections. A method is needed to the web 

server after a successful client authentication the web browser sends a token to the client’s browser. A 
token of session is generally poised of a string of mutable size and it very well may be utilized altered 

techniques, as in the URL, in the HTTP request header as a cookie, in different pieces of the HTTP 

request header, or so far in the HTTP request body. Our proposed first step was doing through 
enumeration and analysis on the client’s website. Therefore, we developed a pre-authorization and 

post-authorization for the detecting and preventing the session hijacking to defend individual 

resources from the unauthorized user. These techniques can be explained in the below section. 

6.1. Pre-Authorization Request 
User develops the programs to create Web application, this web application is runs on the web server. 

The client opens the web application through the internet browser to get to the server and set up the 

session. HTTP empower the client to entreaty for data from the server over and done with the 
browser. The client entreaties a website page from the server to bring data, and this reacts to the 

HTTP which is recognized by session-ID. The session-ID is interestingly distinguished on the 

website. The user passes the session request. Then the server checks whether the session request value 

is null or not. If the session value is null, the user gets a message “unauthorized access” and display 
404 error responses and automatically the session will be terminated. If the session value is not null, 

the transaction process is continuing and the transaction process will be done. Figure 4 shows retain 

the database and reply to cookies by the preceding deed of the client, the entreaty consists of the 
session-ID and as well as the cookies. The below pseudocode algorithm shows how the pre-

authorization request can be authorized. 
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Fig4 :- Flow of Pre-Authorization Request 

Algorithm1: Pre-Authorization Request 

Input: Check Session for Authorized or unauthorized 

Output: The authorized user can do the transaction. 

1. Begin the process 

2. Start the Pre-request Session 

3. session_start (object sender, eventargs e) 

4. application_acquire request state (object sender, eventargs e) 

{ 

var context = context; 

var cookie = request.Cookies[Forms Authentication.Forms CookiesName]; 

bool is request URL to skip=false; 

list <string> URL to skip=” image/JSurls/cssurls”; 

is request URL to skip=URL to skip.any (u=> resolveurl(u).equals 

(context.request.url.absolutepath, stringcomparsion.Invariantcultureignorecase)) 

5. If(!isrequestedurlToskip&&context.session!=null&&context.session[Forms              

Authentication.Forms CookieName]==Null) 

{ 

Response.clear(); 

Response.Statuscode=404; 

Response.End(); 

} 

} 

6. Exit the transaction process 

7. Else; Authorized user 

8. Continue to transaction process 
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9. Transaction done 

10. End the process 

We designed a program for the consumers to be alerted from hackers regarding mobile banking. 

People unaware of hacker’s prone to many problems regarding transactions. To secure their account 

and safeguard their amount, we have tried to sort it with our program. 

Our design starts that when a consumer opens the mobile banking, the bank server alert and replies to 

the consumer. Once the consumer enters the user id and password, and the server creates the session 

id. The Transaction process we're done through session id. There is a possibility for the third-party 
hacker to hack the session id transaction would be simple for the hackers. So, to eradicate or 

overcome this problem, we have set the program in such a way that when the consumer enters the 

login with user id and password, the server checks the current session value is null or not. If the user’s 
current session value is null, the server sends a message “it is unauthorized user” and display 404 

error message responses and automatically exits the transaction process. If the user current session 

value is not null, then it continues the transaction process and the transaction would be done. This 

program is highly recommended because it can safeguard our money and prevent us from becoming 

the victims of third-party hackers. 

6.2. Post-Authorization Request 

We have introduced another technique to exterminate the problems created by third party hackers. 
When the consumer sends the request for the transaction, the bank server checks whether the request 

is regarding Session request or Web API request. If it shows, it is a web API request, it sets the set 

behavior is read only state. When the behavior, is regarding only reading then it automatically exits 
the transaction process. If the server shows the request is a session request, then the server set the 

behavior required and sets the state behavior. In the session request, the server sets read and write 

state and proceeds with the transaction process. 

 
Fig5 :- Flow of Post-Authorization Request 

The User starts the session request and passes the session request to severer. Then the server checks 

whether the session request is a Web API request or SessionWebAPI request. If the session request is 

a Web API request, then the state of session behavior is set to be read-only and checks whether the 
Web API value is true or false. If the web API value is false, it is treated as Man-In-the-middle attack, 

else the web API value is true, the session will be terminated. Then the session request is 

SessionWebAPI, then the state of the session is set to be read and write; then the user request session 
and the transaction process are continuing and the transaction process will be done. The figure 5 

shows the sequence of a transaction and maintains the database and react to cookies by the preceding 

user action. The below the pseudocode algorithm shows how the post-authorization request can be 

authorized. 

This module empowers the client to get to the framework after a consistent timeframe to re-login. 

Here, the session-ID is reproduced and link proven. The past session-ID gets obsolete, and it is in this 

way not, at this point helpful for the aggressor. The past session will need re-verification which the 
assailant can't approach due to defeat of session afterward a steady time of 15 minutes. We designed a 
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program to exterminate the problem created by hackers to safeguard the user money and secure the 
account. According to the proposed model, when a user sends a request for a transaction, the bank 

server checks whether the request is regarding a session request or Web API request. If the session 

displays it is a Web API request, it sets the state of the behavior of the session. In Web API request 

the behavior would be read only state. In this particular request the user will be able to read the 
context, but could not write or process anything. Once the state is only reading the session exits the 

transaction process automatically. 

Algorithm2: Post-Authorization Request 

Input: Check post authorized request 

Output: proceed to Transaction process. 

1. Begin the process 

2. Send Request 

3. Application_postauthorized request() 

{ 

If (Is WebAPI request()) 

{ 

Httpcontext.current.setsessionstatebehaviour (sessionstatebeahviour.readonly); 

} 

Else if (Is SessionwebAPI request ()) 

{ 

Httpcontext.current.setsessionstatebehaviour (sessionstatebeahviour.required); 

} 

} 

4. Exit Transaction process 

5. Private bool Is WebAPI request () 

{ 

var ManInTheMiddilelist=……….”~/API/”.split(‘,’); 

var execpath=Httpcontext.current.request.Apprelative current execution file path; 

bool is WebAPI request=false; 

for each (var item in ManInTheMiddlelist) 

{ 

If (execpath.contains(items)) 

{ 

Is WebAPIrequest=true; 

break; 

} 

} 

Return is WebAPI request; 

} 
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6. Else; request the Session 

7. Set Session state behavior 

8. Set behavior is Read &Write state 

9. Proceed to transaction process 

10. End the process 

If the request is displayed as a session request, then the session would state the behavior required. 

Then, it sets the session’s state behavior to read and write state. In this session, as the user is an 

authenticated one, the user will be able to read as well as write permission also and proceed to the 
transaction process. Then the process stops. The design helps a user’s to prevent the people by 

becoming the victims of the man in the middle attackers. 

7. CONCLUSION 
With the wide extension of mobile communication into business world. Mobile banking is most 

popular and efficient in banking sector. Mobile banking has as too available to their customers 24/7. 

At the same time security mechanism adoption also become most impotent in mobile banking. 

Authorization is one of security technique to select admittance levels or client/user advantages 
recognized with framework possessions including documents, administrations, PC projects, data and 

application highlights. In this paper, we proposed authorization methods to assume responsibility for 

the client's session and unapproved admittance to information or resources. We developed the most 
effective pre-authorization and post-authorization security mechanism to determine and prevent the 

session hijacking. The proposed techniques are advantageous for an extensive range of clients and 

administrations for preventing attack from unauthorized users. These techniques are reliable and more 

efficient. 
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