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Abstract 

In Recent Decades, Medical Field has grown gradually with the digital information world. Today we 

can buy all types of medical tablets and surgical instruments online for the hospital. These proposed 
works consist of four phases. Initially focused on IoT Concept, a paired device with RFID are tagged 

with mother and baby, in order to monitor mother, baby heart rate, pressures which are connected 

with the internet. It also used to protect the child from the theft in the hospital.  This research work 

used to transmit the information about the particular child, mother information for the particular 
hospital using the LEACH Algorithm to avoid the transmission delay in terms of Quality of Services. 

Finally used to determine the process posture based routing protocol used to compare the complexity, 

delay, and energy level in terms of cost minimization. This Proposed work will be effective and 
efficient in monitoring the child-mother physical health, avoid the theft of child from the hospital and 

also the network slicing of information transmitted to WBAN. 
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1. Introduction 

Wireless body area network (WBAN) is the core network component in IoT-based healthcare systems. 

Generally, a WBAN consists of a number of different biosensors that are deployed in, on or around a 
patient for continuously monitoring the health conditions. The sensedphysiological signals are first 

collected at a gateway for data aggregation via Intra-WBAN communications (i.e., from biosensors to 

the gateway) and then forwarded to remote medical centers for interpretation and analysis via beyond-
WBAN communications (i.e., from gateways to remote medical centers).  Gateways in IoT-based 

WBANs can be patients’ smartphones or any other smart devices, each of which ordinarily stands for 

one patient.In recent years, numerous applications and prototypes for IoT-based healthcare systems 

have been developed. Research efforts in this area include the design of platforms, the coordination of 
interoperability and the protection of privacy and security. However, among all these, technical 

problems related to medical data transmissions in IoT-based healthcare networks, especially in the 

IoT-based beyond-WBAN, have not been well studied. 

The Zigbee 3.0 protocol is designed to communicate data through noisy RF environments that are 

common in commercial and industrial applications. Version 3.0 builds on the existing ZigBee 

standard but unifies the market-specific application profiles to allow all devices to be wirelessly 
connected in the same network, irrespective of their market designation and function. Furthermore, a 

ZigBee 3.0 certification scheme ensures the interoperability of products from different manufacturers. 

Connecting ZigBee 3.0 networks to the IP domain opens up monitoring and control from devices such 

as smartphones and tablets on a LAN or WAN, including the Internet, and brings the true Internet of 

Things to be an effective. 
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Fig.1 The architecture of ZigBee Technology 

The above architecture includes the Zigbee 3.0 software stack incorporates a ‘base device’ that 

provides consistent behavior for commissioning nodes into a network. A common set of 

commissioning methods is provided, including the Touchlink, a method of proximity commissioning. 
Zigbee 3.0 provides enhanced network security. There are two methods of security that give rise to 

two types of network: 

 Centralized security: This method employs a coordinator/trust center that forms the network 

and manages the allocation of network and link security keys to joining nodes. 

 Distributed security: This method has no coordinator/trust center and is formed by a router. 

Any Zigbee router node can subsequently provide the network key to joining nodes. 

 

2. Classification of WBAN 

WBAN is a technology applied to the human body, so its network environment is very complex. 

Since the physiological information collected has an excellent impact on human life and health, it's 
important to style routing for the body space network. Supported the on top of analysis, the 

subsequent issues and challenges should be thought of in routing style: 

Dynamic changes: Wireless transmission involves body surface transmission, body transmission, and 
free house transmission. Channel conditions square measure complicated. The Shadow impact caused 

by human motion ought to even be thought of. The gap and therefore the relative position between 

nodes also will modification with the movement of limbs. Considering the time-
variationofthetopologyandthepossibleproblems, a reliable routing mechanism ought to be designed to 

adapt to the dynamic topology.  

Energy efficiency: WBAN could be a technology applied within the figure, some sensors square 

measure planted within the body and should get replaced by surgery. it's not enough to produce power 
solely through micro-batteries. Now, though RF (Radio Frequency), EM (Electro-Magnetic) or energy 

harvest home is used for the ability offer, energy efficiency style ought to even be administered at the 

supply. Therefore, the energy efficiency of one node and energy balance of the entire network should 
be thought of within the routing style, thus on prolong the period of the network, as so much as 

doable.  

Node temperature: Nodes generate heat once they work, which may cause injury to the key tissues 

and organs of the human body. Therefore, the temperature of nodes should be taken under 

consideration within the routing style. 

QoS requirements: Nodes within the WBAN generate different kinds of knowledge, which should be 

processed otherwise, to ensure the QoS requirements of different types of data, like emergency 
information, delay-sensitive information, responsibility sensitive information, and general 

information. The Classification of Routing Protocol for WBAN is shown in Figure as follows 
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Posture Based Routing: Posture-based routing is employed to research the constellation of the figure 
in varied dynamic postures to ascertain a quick and stable path. The analysis of varied postures is of 

nice significance. Several experiments have well-tried that everyone forms of figure movements have 

some regularity. This may greatly improve the event of the dynamic WBAN that's used. Within the 

dynamic atmosphere, the movement of limbs creates the constellation smart or dangerous and 
additionally turns out a shadow impact. the prevailing solutions will solely be additionally processed 

when the case happens, which was passive and had an outsized delay. If the following action is 

expected beforehand within the current time-slot, the judgment and process are created beforehand, 
which is incredibly useful to scale back the delay and improve the info transmission rate, with 

success. This Posture Routing protocol is further classified into two categories which discussed in 

detail below section are  

i) Mobility Handling Routing Protocol and  

ii) Energy Efficient and Distributed Management Cost Minimization. 

 

 

Fig.2 Classification of WBAN Routing Protocol 

 

Temperature Based Routing: The Purpose of Temperature Based Routing Protocol used to determine 
and keep the node temperature below the safety level which may not affects the human body. This 

Temperature Routing Protocol mainly focused on the packets which send the details about the 

temperature in WBAN. 

Cross-Layer Routing: The purpose of this Cross-Layer is used to share the information across the 

heterogeneous layer with high adaptability. Each Layer is consists of each attribute and its values.  

Cluster-Based Routing: The Purpose of this layer is used to collect the data from all other nodes to 

the head node in the cluster and perform a certain aggregated function based on their requirement and 

send the result of the aggregated function to the base station in the wireless network. 

QoS Band Routing: This QoS based Routing protocol which is used to determine the path for the 

flow of network based on the availability of network resources in the heterogeneous network. These 
are the classification of WBAN Protocol but this paper will propose only one routing protocol called 

Posture Routing Protocol. 

 

3. System Model 

The System Model of Wireless Body Area Network are classified into three-layer as shown in Figure 

3 below, 
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Fig.3 WBAN Layer 

From the above figure 3, WBAN is classified into three-layer, the lowest layer is hardware layer, 

which includes the hardware devices like ECG equipment’s, etc.,  Middle layer consists of 
middleware layer which includes a technology CORBA, RMI and Device Drivers like Mobile Phones, 

laptop or PDA devices used in the middleware layer. The Top Most Layer is the application layer 

used to predict the values of a human physical body part. These are the layers used in Wireless Body 

Area Network.  

 

Fig.4 WBAN Architecture 

System Model of WBAN architecture includes three-tier architecture as discussed above, Let us 

discuss the WBAN Architecture. With the speedy development of wireless communication 

technology and sensing element technology, Wide Body Area Network (WBAN) has been developed 

as new technology. 

WBAN could be a three-tier design body network as shown in Figure 4. 

 The tier-1 consists of sensors connected to the body surface or planted into the body. It 

perform is to gather and transmit varied physiological data regarding the figure. 

 The tier-2 consists of smartphones, personal computers, or alternative intelligent electronic 
devices. Knowledge sent by sensors is forwarded to the terminal data center by a wireless 

mode.  

 In tier-3 of WBAN, the terminal information center is especially composed of remote servers 

providing varied applications.   

The performance is to collate and analyze the received information, to supply a dynamic response. 
Particularly once the sensing element node collects abnormal information; it'll perform emergency 

transmission and alarm, which may speed up the emergency process and rescue. 

 

4. Methodologies 
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The Methodologies of the research work are classified into four types as shown in the following 

figure 5. 

 

Fig.5 Methodology 

Monitoring: This phase used to monitor the heart beat, blood pressure of both new born baby and 

mother. This phase also include the distance between the new born baby and mother connected via 

wireless sensor network. if the new born baby and mother distance more, the sensor used to alert the 

hospital.  

Classification: Periodically the information about the new born baby with mother’s details connected 

with internet. The Classification mainly focused on the protocol used to transmit the information 

using zigbee technologies. The Classification shown in the figure 6.  

 

Fig.6 Classification of Zig Bee 

Routing: Information Routed with LEACH Algorithm, in order to avoid the transmission delay 
through online with a heterogeneous network. This Routing of information is referring transmission of 

information through WBAN with Nagles and LEACH Algorithms. 

Security:A solution to detect and prevent theft of newborn babies in hospitals. This work leverages 
RFID to record and track babies' data and identity.The solution continuously monitors the babies in 

the ward. As soon as a baby is taken out of the word, an alarm is triggered in the ward.An option to 

send an SMS alert to the registered people is also used. An administration console would allow the 
ward administrator to record and fetch and details of the babies. The system would have security 

features to allow only authorized ward personnel to operate the system. 

 

5. Description of Research Work 

The main objective of the research work is classified into three layers, first one information security 

provided by tied RFID tag to both mother and child, if the tag accidentally or incidentally moves 
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away then an alarm will be sent to the hospital. The second layer is to provide the information 
transmission, which will provide the necessary details about the child, mother about their heartbeat 

and pressure, etc. The third layer mainly focused on Information Management System which is used 

in heterogeneous networks with IoT based on Network Security. The following figure 7 represents the 

description of the research work. 

 

Fig.7 Description of the research 

The research Work which classified into five layers with appropriate algorithm as shown in table1.   

Table 1 Research Work – Wireless Network Layer 

Wireless Network Layer Algorithm 

Front End Layer I-NCMD 

Transport Layer I-LEACH & P- MHRP 

Network Layer E-Nagles 

Data Link Layer Wi-fi 

Physical Layer Wireless Sensor 

Front End: Improvised Energy-Efficient and Distributed Network Management Cost Minimization 

(NCMD) value decrease   and distributed chance routing NCMD with nominal network management 
prices were projected. Experiments to show that once WBAN is during a dynamic scene, the 

configuration is often intermediate and continuous state, which causes massive transmission delay and 

better network maintenance prices. 

Transport Layer: Improvised- LEACH Algorithm which uses dynamic Selection of Cluster head at 

run time to distribute the load evenly on all the nodes. It’s Uses Priory Information of a node to make 

the decision to make itself as cluster head. Once the cluster head is selected and the local cluster is 
formed, data fusion and compression can be used to send the aggregated response to the base station. 

This algorithm works in two-phase, the first phase is the cluster selection phase and the second is the 

steady state where data is sent to the base station using compression and aggregation techniques. 

Cluster head selection: In cluster Head Section, nodes use priory information to decide whether or not 
to become a cluster head for the current round. This is a local decision and it depends on the prior 

history of the node under consideration. 

Improvised Mobility Handling Routing Protocol mainly used a sensor which consists of two relays 

with seven nodes to determine the heart rate and their functionality. 

Network Layer: Enhanced Nagle's algorithm works by combining a number of small outgoing 

messages and sending them all at once. Specifically, as long as there is a sent packet for which the 

sender has received no acknowledgment, the sender should keep buffering its output until it has a full 
packet's worth of output, thus allowing output to be sent all at once. The RFC describes what he called 

the "small-packet problem", where an application repeatedly emits data in small chunks, frequently 
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only 1 byte in size. Since TCP packets have a 40-byte header (20 bytes for TCP, 20 bytes for IPv4), 
this results in a 41-byte packet for 1 byte of useful information, a huge overhead. This situation often 

occurs in Telnet sessions, where most keypresses generate a single byte of data that is transmitted 

immediately. Worse, over slow links, many such packets can be in transit at the same time, potentially 

leading to congestion collapse 

Data Link Layer: This layer mainly focused on WIFI connection of the hospital. 

Physical Layer: This Layer include sensor connected with band of mother and new born baby. 

 

6. Implementation 

Three Algorithm is proposed which would be improvised, the fundamental concept of these three 

algorithms are as follows. 

Enhanced -Nagles Algorithm 

if there is new data to send then 

if the window size ≥ MSS(Maximum Segment Size) and available data is ≥ MSS then 

send complete MSS segment now 
else 

if there are unconfirmed data still in the pipe then 

enqueue data in the buffer until an acknowledge is received 
else 

send data immediately 

end if 
end if 

end if 

 

 

Improvised - LEACH Algorithm  

The general process of creating fundamentalalgorithm can be divided into several steps: 

 Topology definition: To ease the creation of basic facilities and define their interrelationships, 

ns-3 has a system of containers and helpers that facilitates this process. 

 Model development: Models are added to simulation (for example, UDP, IPv4, point-to-point 
devices and links, applications); most of the time this is done using helpers. 

 Node and link configuration: models set their default values (for example, the size of packets 

sent by an application or MTU of a point-to-point link); most of the time this is done using the 

attribute system. 

 Execution: Simulation facilities generate events, data requested by the user is logged. 

 Performance analysis: After the simulation is finished and data is available as a time-stamped 
event trace. This data can then be statistically analyzed. 

 

a) MHRP Mobility Handling Routing Protocol determines the best path of elbow action which is 

categorized by four. The four paths are,  

∆1= D1+D2+D3, ∆2=D1+D4, ∆3=D5+D3, ∆4=D6        (1) 

This Mobility Handling Routing Protocol mainly used a sensor which consists of two relays with 

seven nodes to determine the heart rate and their functionality. Typically, the dynamic routing 

protocol algorithm can be explained as follows: 

1. The router delivers and receives the routing messages on the router interfaces. 

2. The routing messages and information are shared with other routers, which use exactly the 

same routing protocol. 

3. Routers swap the routing information to discover data about remote networks. 

https://en.wikipedia.org/wiki/Byte
https://en.wikipedia.org/wiki/Transmission_Control_Protocol
https://en.wikipedia.org/wiki/IPv4
https://en.wikipedia.org/wiki/Telnet
https://en.wikipedia.org/wiki/Congestion_collapse
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4. Whenever a router finds a change in topology, the routing protocol advertises this topology 

change to other routers. 

Dynamic routing is easy to configure on large networks and is more intuitive at selecting the best 

route, detecting route changes and discovering remote networks. However, because routers share 

updates, they consume more bandwidth than in static routing; the routers' CPUs and RAM may also 
face additional loads as a result of routing protocols. Finally, dynamic routing is less secure than static 

routing. 

 

b) Energy-Efficient and Distributed Network Management Cost Minimization (NCMD) 

WBAN is during a dynamic scene, the configuration is often in AN intermittent and continuous state, 

which causes massive transmission delay and better network maintenance prices. Also, with the rise 
of mobile speed, numerous QoS indicators go to pot and worse. On top of issues, this paper proposes 

AN expedient transmission link institution rule, to reduce the price of the network. Energy 

optimization is calculated from equation 2 to equation 5 which are given below. 
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Where, 

 Ct – Connection Cost 

 Dt- Data Transmission Cost 

 It- Interference Management Cost 

 Qt- QoS Management Cost 

 Et – Energy Management Cost 

 Dt
T– Dynamic Topology Management Cost.  

Data Transmission Cost, Interference Management Cost, and Dynamic Topology Management Cost 

are the corresponding thresholds respectively.  

Based on equation 2 to equation 5, a Lagrange operator was used to determine the optimized cost for 
the total network management. From the above equations, sample data were provided as input and 

determine the output through the simulation tools. The data showed are more adaptable protocol 

through dynamic WBAN Environment to determine the shortest connection path, if a node may fail in 

the network. This process used to reduce the cost and also improve the stability of the current WBAN 

Network. 

7. Experimental Result and Analysis 

Based on the above framework analysis part are mainly done with sample data based on their Goal, 

Complexity, Delay and Energy Efficiency.  

a) Goal: Table 2 predicts the goal of posture based routing protocol to determine their performance. 

Table 2 Goal and Characteristics 

Protocol Goal Characteristics 

Mobility Handling Dynamic Environment- Fault-Tolerant 
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Routing Protocol Wrist Monitoring using 
Band 

System 

Energy Efficiency and 

Distributed Network 

Management Cost 
Minimization 

Dynamic Environment-

Fracture 

Minimizing Network 

Management 

b) Complexity: The complexity of the WBAN is predicted based on MHRP and Distributed Network 

Management Cost Minimization is as follows. 

Table 3 Complexity 

Protocol Complexity 

Mobility Handling Routing 

Protocol 

Low 

Energy Efficiency and 

Distributed Network 
Management Cost 

Minimization 

High 

From the above table, can determine that the complexity will be high in Energy Efficiency and 

Distributed Network Management Cost Minimization and Low in MHRP. 

 

Fig. 8 Complexity 

From the above graph, determined that the complexity of the WBAN using Posture Based Routing 

Protocol with Mobility Handling Routing protocol are very low compared with Energy Efficiency and 

Distributed Network Management Cost Minimization. 

 

c) Delay and Energy Efficiency 

The Last Comparison used to determine the Energy Efficiency and Delay time used for the simulation 

report are as follows in the below table 4. 

Table 4 Energy Efficiency and Delay Process 

Protocol Delay Energy Efficiency 

Mobility Handling Routing 
Protocol 

Low High 

Energy Efficiency and 

Distributed Network 

Management Cost 
Minimization 

Low High 
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From the above table, determine that the delay time was very low in both the protocol used in posture 
routing protocol and very high in both Energy Efficiency with cost minimization and also delay time 

in transmitting the data.  

 

Fig. 9 Delay and Energy Efficiency 

From the above graph, both and MHRP and Energy Efficiency are predicted with sample data are 

very low, which prescribed in terms of 0 as an assumption. Similarly, MHRP and Energy Efficiency 

and Distributed Network Management Cost Minimization will be determined as High Value which 

assumed to be 0.9 to 1. 

d) Nagles Algorithm mainly focused with Maximum Segment Size with Wireless Sensor Network 

based on the bytes of data transformed from analog to digital. 
e) Leach Algorithm focused with clustering and steady state of each transmission of data from one 

node to another node. 

 

8. Conclusions 

This research work would conclude that child and mother safety in the hospital, monitoring the 

physical parts of both child and mother through RFID tag with WBAN using IoT. The information 

Management plays a vital role in monitoring and controlling the data online with IoT based devices 
used in the hospital. The improvised protocols are the subset of the Posture Routing Based Protocol, 

which is determined the routing path and also the cost minimization of the network. Concluded that 

MHRP and Cost Minimization Routing Protocol are very low in delay process and very high in 
Energy optimization along with the cost. The complexity of the problem was very high in Energy 

Optimization rather than MHRP. Thus research work will be effective and efficient when compared 

with existing technologies and strategies. 
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