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Abstract 

In recent scenario, the Cloud provides ultimate solutions for the new age of computing with some 

features like multi tenancy and agility. The major concern is the data available with the customers while 

the attackers attained all the important data wherever the cloud area is compromised. The vital problem 

in the cloud computing is one and only security issues. The key idea of our proposed system is that IDS, it 

could be used to protect the various protocol change. All the routers have faced the same security issues 

so that all other protocols are need to be coordinate with each other. Hence we designed the perfect 

system called IDS to become safety from the attacks. The Intrusion Detection System is a basic key idea to 

monitor the attackers going to attack and how to protect routers from the various attacks. So, here we 

proposed IDS with signature controls attackd with the same time monitored the packet movements.  

Keywords— Dsitributed Denial of service, Intrucion detection System, Interconnected Network. 

I.INTRODUCTION 

 Network is the sources of interconnection systems which could transfer the data between 

numerous numbers of computer. The important files can be hacked while the data transfer from one end 

to another end. The security is the only challenges we have faced through data transfer.  So that we have 

created very strict regulations for data transferring in the internet. 

 

Challenges of Network Issues 

Misleading of the information can be prevented by using some safety measures like  

i) Action taken on confidential violation 

ii) Data damage 

iii) Computation of data 

We are creating an IDS which tends give some safety regarding the starvation from bandwidth 

attack. This means that the packet signature is already inside IDS protect against this kind of attack. 

From the findings , the packets of an IDS router can take impropriate steps to prevent the attack from 

happening. 

The attacker communicates with the army of zombies which are called botnet and make those 

PCs send packets into network towards the target server. To protect this attack there are many 

algorithms but the main problem is that these algorithms need to be not in to two three but all the other 

routers to. But as we know that it is not possible that all routers have same algorithm as we are using for 

the router we tries to protect [3]. Because of this problem to protect router we need one protection 

mechanism such that it can protect router without relying on any other router. 

 

Modules of IDS 

Data gathering: The radio transmission range are combined the network in very normal position. [1]. 



International Journal of Future Generation Communication and Networking 

Vol. 13, No. 3s, (2020), pp. 1407–1417 

 

ISSN: 2233-7857 IJFGCN 

Copyright ⓒ2020 SERSC 

1408 

 

Profile-generation: this module consists of two components 

1. Data preparation: here the collected data are prepared for creating normal behavior profile. Processes 

like filtering, aggregation, data suppression are applied here. 

2. Profiler (Profile generator): the second phase is made up of several techniques like clustering, 

classification rule mining or SVM where normal profile is made by the pre-processed data [5]. 

Anomaly Detection: This phase detect anomaly in the network with the help of derived rule set the 

data test profiles when combined with already expected profiles.. Suppose some rule generated from 

test data was not previously available in normal profile then it will be detected as anomaly. 

Decision tacking system: when any anomaly rule trigger that will be attended locally as well as 

globally by giving alert to the neighbours when the support and confidence of anomaly rule goes 

above tolerated level. Here are some attack those are possible at different layer. 

II. CLOUD- DDOS ATTACK  

The major cloud providers are concentrated on the hackers attack like DDoS attack and also 

observe the cloud users feedback. The flood and cloud attack can be viewed very seriously shown in 

fig 1. make over the indirect or direct attack [6]. 

 

 
Figure 1: A typical DDoS Attack 

III. Components of IDS 

The large array of IDS availability gives certain security issues and correction. Since, we have lots 

of most common components are given in the list.  

SNORT – The SNORT is the very important components which used to protect from the vulnerability 

using signature. 

OSSEC – The Host based Intrusion detection system (HIDS) provides real time alerting and immediate 

response from cloud hackers. 

FRAGROUTE –The most important router is the fragmenting router because it shows launch of 

attackers and also prevent the IP based attacks.  

METASPLOIT – the least corners of internet used to prevent shell code.  

TRIPWIRE –the change occurs in improper way could be identified by TRIPWIRE. 
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Table 1: Comparison of IDS Tools 

 

 

IV. OVERVIEW OF INTRUSION DETECTION SYSTEM (IDS) 

In network security, we have proposed various tools such as antivirus, firewall etc. Therefore one of 

the solutions is using an IDS , the system also detects hackers attacks and threats of various intruders due 

to the policy which applied to Firewall inbound and outbound[1-4]. 

The most vital two sub system of IDS are given as: 

 Network Intrusion Detection System (NIDS): The NIDS is the important challenges in 

the cloud based hackers [15]. Fig. 5 shows a NIDS and HIDS. 

 Host Intrusion Detection System (HIDS): It could not support to  monitored the all 

network but also gives preventive measures from individual systems. 

 
Figure 2: HIDS & NIDS Structure 
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The below diagram shows the OSI layers with that we are testing network and application 

layers.  

Figure 3: OSI Seven Layers 

 

 Inside Look at a DDoS Attack 

  The image below shows network traffic captured during the DDoS attack. 

Unfortunately, it is easy for an attacker to create SYN packets and use them to launch a volumetric 

DDoS attack. This attack can saturate the Internet connection of your organization even before 

hitting any state full network device like the Firewall and Load Balancer. Notice the SYN packets 

with the Len=896 bytes payload highlighted in red. As one can see, the attacker was sending a high 

rate of SYN packets. 

Table 2:List of the top attackers’ IP addresses 
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Attackers’ IP addresses and the number of SYN packets they’ve sent over a period of about 70 the 

table on the following page shows a list of the top seconds. 

This investigation suggests that the spoofed traffic was generated by 10-15 compromised or 

rented servers that were all running on hosting providers which do not prevent their clients from 

sending spoofed IP traffic. This investigation suggests that the spoofed traffic was generated by 10-

15 compromised or rented servers that were all running on hosting providers which do not prevent 

their clients from sending spoofed IP traffic. This investigation suggests that the spoofed traffic was 

generated by 10-15 compromised or rented servers that were all running on hosting providers which 

do not prevent their clients from sending spoofed IP traffic [5]. 

Table 3: IP traffic 

 

Table 4: Every day different servers are attacked on different ports 

V.PROPOSED WORK 
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The signature based cloud security system can be prosed to improve the system performance by 

means of Intrusion Detection System [10],[11.]. If the packet signature identified from the database , we 

are detecting the ICMP packets not another one,[1],[2]. 

 

 
Figure 4: Simple IDS flowchart 

The packet stay back within the network it creates DDoS attack and also with the help of 

signature based IS setup to gives more system favor. The ICMP, the size of the packets not more than 

76 bytes identified from all the normal packets [12]. The payload are also the vita;l components have the 

sane signature with big size of 1300 and 1400 bytes to detects the TCP attack detection of signature 

needs to be checked [7]. 

 

VI. RESULT AND DISCUSSION 

Now days DDoS Attack is more sophisticated, the vulnerabilities shows the servers with patch and 

alarm rate users can be challenging. Exploit attacks can be devastating and are often undetectable 

prevent the Attack any how identify systematic methods for intrusion detection. Solution must be 

Signature based and Anomalies based together hybrid based solution [13To prevent intrusion in the 

network, make used firewall provide the end point[1]. 

Firewall rules (also called firewall policies) are a major challenge for network security 

administrators, making it important for companies and organizations, especially those distributed 

enterprise operations. To have and implement a firewall policy management solution. 

First start with latest conventional firewall, beginning applied the IPS policy. Configured the 

inbound and outbound policy according to the customize requirements, it will be categorize to general 
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policy, above rules prevent the unauthorized access to the system. WAN to LAN, DMZ to LAN [14]. 

Apply policy DMZ to WAN 

 

Figure 5: Detected the viruses in the firewall. 

 

 
 

Figure 6: Forming the IPS Alerts 
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Figure 7: IP policy to scan the traffic flowing 

Spores if apply the rules DMZ to LAN, a default IP policy to scan the traffic flowing from DMZ. 

Figure 8: Apply the policy for VPN 

 

Figure 9: Web Filtering 

Therefore the variation of known-attacks are not fully detected by the Firewall. The most general 

signatures have very high network traffic to provides false alert by systematically implementing 

generalized rules and alerts [15],[16]. 
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Figure 10: Snort IDS put front of the Firewall 

 

Above Figure shows the test bed built for the DDoS attack, detection and defense simulation 

Snort IDS put front of the Firewall, or keep the Snort IDS in between Firewall and internal network 

[1],[2],[17],[18]. Because the best solution must be the below Figure  it has shown protect internal 

network and which the intrusion coming through the Firewall. Regular and systematic reviews of 

firewall policies should be put in place[19],[20]. These reviews provide important benefit, mitigating 

challenges such as: 

1. Mistakenly adding duplicate, similar, or overriding firewall policies. 

2. Missing the impact of corporate policy changes that may impact particular rules. 

3. Creation of policies that too specific at the time implementation and may 

need to be broadened to be effective. 

4. Determining when policy should be implemented. 

     

Figure 11: Snort IDS in between Firewall and Internal Network 

The TCP/IP over the Ethernet shows the SNORT sensors consider the cloud attacks [7], 

[8]. THE Span is the most important traffic routers to gives mirror to aggregates the only one 

interface that will not at all transmit [21].  

VII. CONCLUSION 

The curb based incidents , the security challenges are plays a vital role are become most common. 

The network users are in the corporate world to become the most needed role in IDS tool. Some sellers 

are selling a diagnostic system used by artificial intelligence (AI) to find out the goals. Network The most 
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efficient part of the IDS digital network, known as the IDS node, is protected by every host in the 

network. However, there are still many challenges to overcome. Improving, mining, and reducing data is 

critical to keep in touch with various building blocks in the future. Undoubtedly, rapid and dynamic 

screening techniques are necessary to detect the various intelligent and unusual attacks we encounter. 

Finally, co-operation with not only the IDS, but also with other network security entities, is an obligation 

to achieve a comprehensive network security environment for future organizations. 
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