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Abstract 

Due to rapid growth of internet users of networks, owners of the digital products are concerned about 
illegal copying of their products. Security and copyright protection are becoming very important issues in 

today’s multimedia applications and services. Digital watermarking is a technology used for copyright 

security; here ownership information data which is called watermark is embedded into the digital media 

without affecting its perceptual quality. In case of any difference of opinion, the watermark data can be 
detected or extracted from the media and use as a proof of ownership. Nowadays, due to the rapid 

advances in the field of Information Technology digital data can be easily created, copied, processed and 

can be distributed freely among unauthorized users , and for that, copyright laws are not adequate to deal 
with digital data. Watermarking can be used to protect the genuineness and authenticity of the owner. In 

this, video watermarking with text data by using the Quick Response (QR) code technique is used. In this 

paper, we are going to use Discrete Wavelet Transform (DWT) technique for video watermarking.  
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I. INTRODUCTION 

Nowadays on internet, Digital video is well-liked multimedia data to exchange information. Primarily 
the commercial activity on the internet and media require security. Due to rapid increase of amazing 

enhancement in the fields of science and technology, there has been fundamental growth in the internet; 
therefore, there is higher demand for the internet. This leads to the digital transfer of data such as text, 

images, videos, etc. Hence, it is vital to avoid the unwanted redeployment of such data or unauthorized 

access by the prohibited or illegal users. Digital Watermarking is one of the interesting methods to protect 
the copyright and unauthorized access to the data or information. So watermarking can be applied to 

images, audio, videos etc. These watermarks should not change the quality of content and it should be 

robust to the various attacks and distortion. The 2D Barcode with a digital watermark is a remarkable 

research in the security field [4]. 

      In this paper we proposed a video watermarking using DWT. In this, video watermarking with text 
data by using the Quick Response (QR) code technique is used. Here, the QR Code is prepared to be 
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watermarked via a robust video watermarking method based on the DWT. In this project mainly two 

processes are there, first is embedding where original video is watermarked with verification message. 
And second is extracting process where embedded logo and verification is retrieved from the 

watermarked video. This paper presents the digital watermarking applied on videos because digital video 

watermarking is used to protect the video from digital exploitation and provides the copyright 

verification. The two video watermarking methodologies to embed the watermark bit are Spatial Domain 
Watermarking and Spectral Domain Watermarking. Spatial Domain method is not robust to many signal 

processing attacks. Spectral Domain method ensures the robustness of watermark. Frequently used 

transforms are the Discrete Fourier Transform (DFT), Discrete Cosine Transform (DCT) and Discrete 
Wavelet Transform (DWT). The Discrete wavelet transform is commonly using because of its excellent 

multi-resolution and spatial localization characteristics. 

 

II. LITERATURE SURVEY 

A robust QR-Code video watermarking scheme based on SVD and DWT composite domain by G. 

Prabakaran, R. Bhavani, M. Ramesh [1] , proposed video watermarking with text data by using the QR 

Code technique. In this, 2D Barcode with a digital watermark is a widely interesting research in the 
security field. In this paper propose a video watermarking with text data (verification message) by using 

the Quick Response (QR) Code technique. The QR Code is prepared to be watermarked via a robust 

video watermarking scheme based on the (singular value decomposition) SVD and (Discrete Wavelet 

Transform)DWT. In addition to that logo (or) watermark gives the authorized ownership of video 
document. 

An Optimized Un-compressed Video Watermarking Scheme based on SVD and DWT [2], presented a 
novel fast and robust video watermarking scheme for RGB uncompressed AVI video sequence in discrete 

wavelet transform (DWT) domain using singular value decomposition (SVD). For embedding scene 

change detection is performed. The singular values of a binary water- mark are embedded within the 
singular values of the LL3 sub-band coefficients of the video frames. The resultant signed video exhibits 

good quality. To test the robustness of the proposed algorithm six different video processing operations 

are performed. The high computed PSNR values indicate that the visual quality of the signed and attacked 

video is good.  

Content -Dependent Spatio-Temporal Video Watermarking using 3 -Dimensional Discrete Cosine 

Transform [3] ;they  proposed a content-dependent spatiotemporal watermarking scheme for digital 
videos. Content dependency is achieved by incorporating the hash of the video sequence into the 

watermark. The video sequence is treated as a 3-dimensional spatiotemporal signal for the purposes of 

video hash computation and watermark embedding and detection. 

Video Watermarking Scheme Based On Robust QR-Code Nowadays [4]; in this paper they presented 

recommend a video watermarking with text data. Via a robust video watermarking scheme the QR Code 

is prepared to be watermarked based on the SVD (singular value decomposition) and DWT (Discrete 
Wavelet Transform). 

Kor Ashwini N, N. M. Kazi presented a watermark technique based on SVD and DWT composite 
Function with QR-code [5]. In this paper they proposed different water- mark technique used for data 

hiding by applying the QR Code technique. By using QR code they propose DWT (Discrete Wavelet 

Transform), SWT (Stationary-Wavelet-Transform), SVD (singular-value decomposition) methodology 
for watermarking technique. 

Supriya Hasarmani, Mangal Patil, P. R. Naregalkar presented Digital Video Watermarking Using DWT-
DFT Transforms and SVD Technique [6].  Watermarking does the embedding an ownership signal into 



International Journal of Future Generation Communication and Networking 

  Vol. 13, No. 2s, (2020), pp. 75–80 

ISSN: 2233-7857 IJFGCN 

Copyright ⓒ2020 SERSC  77 
 

the data directly. So that, the signal is always present with the data (image, audio, video). DWTDFTSVD 

techniques are used in the proposed scheme to improve the robustness and overall computation 
requirements. The proposed algorithm is tested using three video sequences of different format. In this 

approach achieved PSNR of the original and watermarked video signal is more than 60 dB. The proposed 

scheme shows high robustness against several attacks. 

 

III. PROPOSED SYSTEM  

The below fig shows the two processes first is embedded process and second is extraction process. Here 
we are giving verification text as a data and that convert in to QR code and we are providing logo which 

is to watermarked in video. Then this QR code is embedded with video frame. So at end of this process 
we get video embedded with data. In this process firstly we are giving input video then we extracting 

frames from video and in that frame we embedded QR code and logo using DWT technique 

 

 

Fig 1 Block Diagram of architecture of proposed system 

 

When user wants to decode it then user needs to provide watermark video file and QR code which is 
already used for encoding process. System validates watermark video and QR code of user and decodes 

the message from the video which is called as extracted data as verification text from the video. It is more 

secure Thus we have implemented a system for content copyright using video watermarking using DWT 

technology. The prototype model has been developed using java as a programming language. The 
application is a windows stand alone application. The proposed system is helpful to protect the content 

from being theft. 

In this paper DWT is utilized in the algorithm watermarking. In a wide variety of signal processing 
application discrete wavelet transform (DWT) is used in a wide variety of signal processing application. 

Decomposition of an image or a video frame into sub images is done by DWT. The sub image resembles 

the original on ¼ the scale of original during approximation. Frequency Band of an image is separated 
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into lower resolution approximation sub-band, horizontal, vertical, diagonal detail components robustness 

increases with respect to attacks by embedding the watermark in low frequencies. 

 

IV.   RESULT 

 

1.Login 

Below fig is of login window,  before does video watermarking user need to register. So For registration 
this login GUI is created 

 

 

Fig 2. Login Window 

2. Video Browsing 

 

Fig 3. Video browsing 
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User need to browse the video which is to be watermarked. So this GUI is created to browse users’ input 

video and play it and after that from input video, frames are extracted and we can view this frame by 
clicking on view frame. After that on clicking on embedding button user can able to embed QR code and 

logo to his input video. 

 

 

3. Embedding 

In embedded process, we are going to embed logo and QR code into input video frame. So from this 
window user can add logo and QR code. Here text is used as verification message or text which is 

converted in to QR code. Then by clicking on embed logo and QR code is got embedded 

 

 

Fig 4. Embedding logo and QR code 

 

V.   CONCLUSION 

Due  to the rapid advances in the field of Information Technology digital data can be easily created, 
copied, processed and can be distributed freely among unauthorized users , and for that, copyright laws 

are not adequate to deal with digital data. Watermarking can be used to protect the genuineness and 

authenticity of the owner. So In this paper, we present video watermarking using Discrete Wavelet 
Transform (DWT) technique. Here QR code and logo embedded with input video as a watermarked for 

protect it from illegal copying of their information or product. 
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